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PRESS RELEASE 
 

Infosys Foundation Commits over INR 33 Crore Towards Strengthening 
Karnataka Police’s Cybercrime Investigation Capabilities  

Renewal of 2018 grant for the setting up of the Centre for Cyber Crime Investigation Training & 

Research (CCITR)  
  

Bengaluru, India – April 10, 2024: Infosys Foundation, the philanthropic and CSR arm of Infosys, today 

announced that it has signed a Memorandum of Understanding (MoU) with the Criminal Investigation 

Department (C.I.D) of Karnataka and Data Security Council of India (DSCI), to renew the collaboration for 

the Centre for Cyber Crime Investigation Training & Research (CCITR) at C.I.D Headquarters, Bengaluru. 

 

Infosys Foundation has committed a grant of over INR 33 crore to strengthen the cybercrime investigation 

capabilities of the Karnataka police, by extending its association with CCITR for four more years. Building 

on the collaboration established in 2018, the new MoU will bolster the state police force’s cybercrime 

prosecution capabilities through training and research in digital forensics and cybercrime investigation. 

 

In addition, the joint initiative will bring together innovators, large enterprises, user enterprises, academia, 

and the government to fulfil the following objectives: 

• Capacity building of the police, prosecution, and judiciary in handling investigations, and 

development of SOPs in cybercrime investigations. 

• Performing research in digital forensics and cybercrime investigation that would improve the 

prosecution of cybercrime cases investigated by Karnataka Police. 

• Fostering entrepreneurship for development of indigenous cyber forensics products and solutions. 

• Training and certification for police staff in their core areas like cybercrimes and digital forensics. 

• Collaboration with national and international organizations working in digital forensics domains.  

  

Dr. M A Saleem IPS, Director General of Police, CID, Economic Offences & Special Units, Karnataka, 

said, “The strategic initiatives for capacity enhancement undertaken by the Criminal Investigation 

Department of Karnataka have been substantially bolstered by the collaborative efforts with the Infosys 

Foundation and the Data Security Council of India. In addition to training police officers, CCITR has also 

extended its activities to other stakeholders in the criminal justice delivery system, viz., the prosecution and 

judiciary. With the renewal of the collaboration, we expect more thought leadership in digital forensics that 

would improve the investigation and prosecution of cybercrime cases. At this juncture, I take this opportunity 
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to thank the Infosys Foundation and Data Security Council of India for partnering with us in our efforts to 

combat the growing menace of cybercrimes.”  

  
Mr. Vinayak Godse, Chief Executive Officer, Data Security Council of India, said, “On this special 

occasion of renewing our commitment, I would like to acknowledge and express our profound gratitude 

towards the Infosys Foundation and the Criminal Investigation Department of Karnataka for their pivotal 

partnership through CCITR. This collaboration has set an excellent example of how public-private 

partnerships can effectively contribute to handling cybercrime threats. Looking ahead, this renewed 

collaboration will enable us to develop even more advanced training programs, workshops, and knowledge-

sharing initiatives.”  

  

Sunil Kumar Dhareshwar, Trustee, Infosys Foundation, said, “We are very happy with the work DSCI 

and CCITR have collaboratively achieved. With the digital landscape evolving every day, this renewed 

engagement will bring in newer dimensions to Karnataka Police’s cybercrime handling capabilities through 

innovative solutions. This initiative signals a pivotal step towards safeguarding our digital future.” 

 

About Infosys Foundation 
Established in 1996, the Infosys Foundation supports programs in the areas of education, rural 
development, healthcare, women empowerment, arts and culture, and destitute care. Its mission is to work 
with the underprivileged across the country and strive towards a more equitable society. The Infosys 
Foundation takes pride in working with all sections of society, selecting projects with infinite care, and 
working in areas that are traditionally overlooked by society at large. 
 
For more details, please log on: https://www.infosys.com/infosys-foundation 
 
 
About Infosys 
Infosys is a global leader in next-generation digital services and consulting. Over 300,000 of our people 
work to amplify human potential and create the next opportunity for people, businesses and communities. 
We enable clients in more than 56 countries to navigate their digital transformation. With over four decades 
of experience in managing the systems and workings of global enterprises, we expertly steer clients, as 
they navigate their digital transformation powered by cloud and AI. We enable them with an AI-first core, 
empower the business with agile digital at scale and drive continuous improvement with always-on learning 
through the transfer of digital skills, expertise, and ideas from our innovation ecosystem. We are deeply 
committed to being a well-governed, environmentally sustainable organization where diverse talent thrives 
in an inclusive workplace. 
 
Visit www.infosys.com to see how Infosys (NSE, BSE, NYSE: INFY) can help your enterprise navigate your 
next. 
 
Safe Harbor 
Certain statements in this release concerning our future growth prospects, or our future financial or 
operating performance, are forward-looking statements intended to qualify for the 'safe harbor' under the 
Private Securities Litigation Reform Act of 1995, which involve a number of risks and uncertainties that 
could cause actual results or outcomes to differ materially from those in such forward-looking statements. 
The risks and uncertainties relating to these statements include, but are not limited to, risks and 
uncertainties regarding the execution of our business strategy, our ability to attract and retain personnel, 
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our transition to hybrid work model, economic uncertainties, technological innovations such as Generative 
AI, the complex and evolving regulatory landscape including immigration regulation changes, our ESG 
vision, our capital allocation policy and expectations concerning our market position, future operations, 
margins, profitability, liquidity, capital resources, our corporate actions including acquisitions, and 
cybersecurity matters. Important factors that may cause actual results or outcomes to differ from those 
implied by the forward-looking statements are discussed in more detail in our US Securities and Exchange 
Commission filings including our Annual Report on Form 20-F for the fiscal year ended March 31, 2023. 
These filings are available at www.sec.gov. Infosys may, from time to time, make additional written and oral 
forward-looking statements, including statements contained in the Company's filings with the Securities and 
Exchange Commission and our reports to shareholders. The Company does not undertake to update any 
forward-looking statements that may be made from time to time by or on behalf of the Company unless it 
is required by law. 
  
Media contacts: 
For more information, please contact: PR_India@Infosys.com 
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