
 
Date: 28-05-2023 
 
To,  
The Secretary 
BSE Limited  
Phiroze Jeejeebhoy Towers, Dalal Street, 
Mumbai - 400 001, Maharashtra, India 
 
Sub: Intimation about Cyber-attack / virus attack at the data server of the Company. 
Ref: Manjeera Constructions Ltd (Scrip Code: 533078) 

  
Dear Madam/Sir, 
  
This is to inform you on Saturday 27th May 2023 it has been noticed that there has been 
cyber-attack / Virus attack at the data server of the Company, where all the data has been 
encrypted by ransom ware attack. The technical team as well as management of the 
Company has immediately taken all necessary actions as may be required including 
lodging of cyber complaint. 
 
Further to the above, we would like to inform you that the Company is practicing 
scheduled back-up process of the server data since last many years. As a result, no such 
major damage observed, and the Company will be able to manage and restore the data 
shortly. 
 
We request you to take note of the same. 
 
Thanking You. 
 
 
For Manjeera Constructions Ltd 
 
 
 
Narsimha A. Mettu       
Company Secretary & Compliance Officer 
 
 
Enclosed: Cyber Attack Message and Screenshot and Cyber Complaint Acknowledgement 







 

 

 

 

 

 

Cyber Crime Incident

Complaint / Incident Details

Acknowledgement Number :  23705230020434

Category of complaint Ransomware

Sub-Category of complaint Ransomware

Bitcoin Address/Details reopen@firemail.de

Darknet ID/ Details Black Hunt 2.0

Approximate Date: 2023-05-27 HH : 03 MM : 30  AM

Is there any delay in reporting: No

Supporting Evidence:

Description Text Information Supporting Evidence

Other File Server Evidence202305271918539682434.txt

Please provide any additional information about the incident:

Ransomware Namely Black Hunt 2.0 is injected in servers at 3 30AM even

when we have adequate firewall and Antivirus protection. Immediately we

have shutdown systems and network service. We could not access the files

as they got encrypted. Message Asking to contact email ids

reopen@filemail.de and mikel@msgsafe.io to get the files back and make

our data safe with out being leaked, as they have collected what is required

from our server.

Suspect Details

Suspect Name ID Type Country Code ID Number

N/A N/A N/A N/A

Please Upload Any Photograph of Suspect's: N/A

Address for Suspect

House No. N/A Country N/A

Street Name N/A State N/A

Colony N/A District N/A

Vill / Town / City N/A Police Station N/A

Tehsil N/A Pincode N/A

Complainant Details

Name Mr Santosh Kumar

Mobile No. 9989743241

Gender. Male

DOB. 18/06/1987

Father Name : sreedhar babu

Relationship With the Victim Self

National ID of Victim NationalID202305271927045723746.jpg

Email Id manjeerakphb@gmail.com

Nationality : INDIAN

Address for Correspondence

House No. OFFICE 711 MTC Country INDIA

Street Name JNTU Hitech City Road State TELANGANA

Colony KPHB District CYBERABAD



 

 

Vill / Town / City N/A Police Station KPHB Colony

Tehsil N/A Pincode 500072

Uploaded File Information:

Number of Uploaded File 1

 (1). File Name :                               Evidence202305271918539682434.txt

Binary Hash of File(SHA256) :       78FC53C698CE60C03DE039914CCD065EF60844588419C4590CC86D9946A2D4D4

 Binary Hash of File(MD5) :            F4E2C392318A60B73A88777148E10F6C
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